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2 Dec 03

MEMORANDUM

From:   Security Officer, Marine Corps Tactical Systems Support Activity,

             Camp Pendleton, CA 

To:       MCTSSA Visitors

Subj:    REQUESTING APPROVAL TO VISIT MCTSSA

Ref:     (a) SECNAVINST 5510.30A

            (b) SECNAVINST 5400.34

1.  MCTSSA is a restricted area and as such, all persons coming aboard the compound must have a valid visit request on file with the security office and be badged appropriately.  Per reference (a), the movement of all visitors will be controlled to ensure that access to classified information is consistent with the purpose of the visit.

2.  The following information must be included on visit requests for:

a. MILITARY AND CIVILIAN PERSONNEL: (DON/USMC personnel use Visit Request Form (OPNAV 5521/27):
(1) Full name, rank, rate, or grade (when applicable), date and place of birth, social 

security number, title, position, UIC/RUC (when applicable), and citizenship of the proposed visitor.

(2) Name of employer or sponsor, if other than the originator of the request.

(3) Name and address of the activity to be visited, if other than the addressee of the 

visit request.

(4) Date and duration of the proposed visit.

(5) Purpose of visit in detail, including estimated degree of access required.  When 

the visit involves access to information, such as NATO, COMSEC, etc. for which specific authorization is required, the command visited will confirm that the visitor has been briefed and authorized such access.

(6) Security clearance status of visitor (basis of clearance is not required).

          (7) Any special accesses that will be required during their visit (i.e. access to NATO, COMSEC, etc.) the requesting agency must verify/certify that the individual has the appropriate special briefings/access.  This must be annotated on the visit request.

Subj:  REQUESTING APPROVAL TO VISIT MCTSSA

b. CONTRACTOR PERSONNEL: 
     (1) Contractor’s name, date and place of birth, and citizenship of the proposed  

  visitor;

(2) Certification of the proposed visitor’s personnel security clearance and any

special access authorizations required for the visit;

(3) Name and phone number of person(s) being visited (MCTSSA POC);

(4) Purpose and sufficient justification for the visit to allow for a determination of

 the necessity of the visit;

(5) Date or period during which the request is to be valid; and

 (6) Contractor’s name, address, telephone number, assigned Commercial and 

Government Entity (CAGE) Code and certification of the level of the Facility       (Security) clearance (FCL).

          (7) For any special accesses that will be required during the visit (i.e. access to NATO, COMSEC, etc.) the requesting agency must verify/certify that the individual has the appropriate special briefings/access.  This must be annotated on the visit request.

3. Requests for ALL visits will be submitted in advance of the proposed visit.  Visit

requests may be transmitted by facsimile.

4.  To avoid any question of the legitimacy of the visit request, all visit requests will provide a certification of the visitors need to know in the form of an authorization signature by an official other than the visitor on their Company’s letterhead.  

   NOTE:  PERSONNEL ARE NOT AUTHORIZED TO HANDCARRY THEIR 

                 OWN VISIT REQUEST.

5.  Visits (classified and/or unclassified) concerning foreign visitors must be approved in advance of the visit per the requirements of reference (b).  Foreign Nationals are required to submit their request via their respective Embassy.

Sub:  REQUESTING APPROVAL TO VISIT MCTSSA 

6. All visitors who will be hand carrying classified material to MCTSSA must have in

their possession, a Courier Authorization Letter or courier card issued by their command or agency.  Once aboard MCTSSA, after visitors has been processed in the Visitor Control Center and issued the appropriate visitor’s badge, they will be required to report to the MCTSSA Security Office, Classified Material Control Center (CMCC), Building 31343 to process the classified material they have hand carried.

7.  Personal Electronics Devices (PEDS).  PEDs include:

     a. Personal Digital Assistants (PDAs), such as Palm Pilots, Handspring Visors, and Blackberrys, and palmtops, such as HP Jornadas and Compaq iPAQs.

    b.  Cellular phones

    c.  Two-way pagers

    d.  Wireless e-mail devices

    e.  Audio/video recording devices

    f.  Cordless phones

    g.  Lap Tops

Visitors must request approval prior to introducing any PEDs into MCTSSA spaces.  Approval will be granted on a case-by-case basis.  PEDs are not authorized in any secure rooms, vaults, or other areas where classified data is being processed, stored, or discussed.

8.  All visit requests shall be forwarded by mail or facsimile to the following:

Mail:   Commanding Officer



MCTSSA



Attn:  Security Manager

                   
Box 555171



Camp Pendleton, CA  92055-5171



Facsimile:  760-725-2933

9.  For visit request verification contact the Visitor Control Center at 760-725-2289 or the undersigned at 760-725-9535.

Stephen B. Grant
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